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Website Protection For Wing Hang Bank Merchants 

Austreme’s Website Protection Security-as-a-Service (SaaS) is an ongoing risk lifecycle management program for 

Internet websites and web applications. 

This service is delivered via Austreme secure clouds powered by Seccom Global – market leader as rated by 

Gartner’s 2009 and 2010 Asia Pacific Managed Security Service Provider Market Scope Report.  The cloud 

architecture has full redundancy security operations centers (SOCs) with “people, process & procedure and 

technologies” to help enforcing Prevent → Protect → Respond risk lifecycle management. 

Key benefits: 

 Simple yet effective risk reduction for Internet websites and applications 

 Practical proactive and preventive solution 

 Long term affordability 

 No hardware or software to install 

 

 

Austreme Offices 
H138, 28 Lexington Drive, Bella Vista, NSW 2153, AUSTRALIA     (T) +61 406 210 234   (F) +61 2 8580 5188 

9/F, Henan Building, 19 Luard Road, Wanchai, HONG KONG        (T) +852 8197 1236    (F) +852 3005 8845 

 

www.austreme.com |  info@austreme.com 

Scope of Services Express Standard Premium 

Prevent 

External Security Audit √ 
(for non-PCI customer) 

√ 
(for non-PCI customer) 

Quarterly PCI Approved Scan 
(for Merchants Only) 

Optional (1)  
(for PCI customer) 

√  
(for PCI customer) 

Penetration Test Optional (1) Optional (1) 

Protect 

Managed Internet Firewall √ √ √ 

Managed Intrusion Prevention √ √ √ 

Managed Web Application Firewall √ √ √ 

Managed Security Incident & Event 
Management (SIEM) 

√ 
 

Redundancy Internet Connectivity √ √ √ 

Managed DDoS Prevention √ (2) 

Monitor 

24x7 Security Operation Centre √ √ √ 

Real Time Attack Detection √ √ √ 

Review Security Logs Daily √ √ √ 

Report 

Quarterly Vulnerability Scan √ 

Monthly Vulnerability Scan √ 

Blocked Malicious Activities √ 

Analyse 

Incident Response Assistance Optional (1) Upon Request (3) 

Forensic Investigation Assistance Optional (1) Upon Request (3) 

Record 

Forensic Data Repository Optional (1) √ 

Notes: 

(1) Optional service.  Additional charge applies. 

(2) Up to 98Mbps or 48,000 pps DDoS attack traffic.  For more bandwidth protection, additional charge applies, we can support over 20Gbps without upstream telco limitation. 

(3) Assistance is available upon request.  This is limited to once per year. 

(4) This special offer is applicable to Wing Hang Bank’s Level 3 and Level 4 merchants, except those who already had data breach or compromised. 
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Special Offer 

To 
Wing Hang Bank’s 

Merchants 
40% Discount Off! 


